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1
Decision/action requested

This is a pCR to TR Study on forward compatibility for 3GPP Diameter Charging Applications, for Refinement on existing Application and Diameter description
2
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3
Rationale

This pCR proposes to:

-
Reorganize the chapters to have "3GPP Charging application and Diameter" as a separate one to deal with Diameter aspects.  
-
rework on "Non-supported Diameter AVP by receiver" for describing the current M-bit in TS 32.299 
4
Detailed proposal

The following changes are proposed to be incorporated into the skeleton for TR 32.870 [2]   
	First change


4.1.3.2 
IE Category and charging architecture  
IEs are conveyed over Rf/Ro and their category apply to the CTF (Network Element): i.e. on the sender side. There is no differentiation between Rf and Ro for the category, from the CTF's perspective. 

The CDF is the receiver side for Rf. 
The receiver side for Ro is the OCS. 

	Next change


4.1.3.3 
 IE category and receiver 
Whatever the category M, C, OM or OC, they are specified, per middle Tier TS, to mandate the CTF to send the IE (unconditionally, or under conditions), or to prevent the CTF from sending the IE (unconditionally, or under conditions).

IE category is a mean to control the IE to be sent, with the assumption this IE will be processed by the receiver. This is explained in more details, considering the different categories: 

An IE with category M is mandatory to be sent by the CTF unconditionally, and obviously, mandatory to be supported by the receiver. 

An IE with category C is mandatory to be sent by the CTF when certain conditions are met, therefore such IE is also mandatory to be supported by the receiver, so the met conditions can be complied with (although it may not always be possible for the receiver, to check this upon the IE reception). 

An IE with category OM or OC is mandatory to be sent by the CTF under the condition it is provisioned by the operator to be present unconditionally or with conditions respectively. The provisioning in CTFs is expected to be consistent with the support of IEs by the receivers (CDF/OCS): in that sense, when provisioned in the CTF, they are mandatory to be supported by the receiver, otherwise there is an inconsistency.
In addition to the category, a "Supported fields in Charging Data Request message" table and "Supported fields in Debit / Reserve Units Request message" table specify whether the IE is applicable per Node and per message for Rf and Ro respectively. When marked as "-" in these tables, the IE is not expected to be sent. 
For an IE which is not specified by the middle Tier TS as applicable over Ro/Rf (i.e. not part of corresponding "Service Information" definition, not expected from this node, not expected from this message), when received corresponds to an error scenario (supported or not supported by the receiver). In practice, such cases are not checked by the receiver, i.e. the IE is simply ignored since it is not considered during the processing.    

It can be summarized that in all cases an IE is mandatory to be supported by the receiver, when received in the context of a specific middle Tier TS, specific Node and specific message: this determines the conditions for the receiver to be able to decide to reject the non-supported IEs. In other conditions, the IE can be ignored if not supported.. 
	Next change


4.1.3.x
Category for CDR fields 

The categories defined in clause 5.4 of TS 32.240 [1] and copied in clause 4.1.3.1 are also applicable to CDR fields, and relate to the CDR content description on Bx interface. The Charging Gateway Function (CGF) has the role of CDRs validation per clause 4.3.1.3 of TS 32.240 [1].  
Therefore, the categories M, C, OM or OC, specified, per CDR per middle Tier TS, to mandate the CDR fields to be present unconditionally, or under conditions are expected to be enforced by the CGF, when possible to do so. 
Although the CDF can act upon charging events (ACR) receptions when IEs corresponding to mandatory fields are missing (e.g. when the corresponding AVP is mandatory per ABNF grammar), it is not expected the CDF to fully handle this check, since this is the role of the CGF. Furthermore, multiple charging events can be used by the CDF to build a CDR, therefore it is not possible to conclude from a single ACR that a IE is missing.   
In summary, the categories M, C, OM or OC, specified for CDRs on Bx interface do not govern the behavior of the receiver for mandatory concept for IEs received over Rf.
	Next change


4.2
3GPP Charging applications and Diameter
4.2.1
Mapping of charging and Diameter 
Since the introduction of Rf and Ro Reference points from 3GPP Rel-6, Diameter has been the protocol used, by adoption of IETF Diameter Applications extended with 3GPP-specific AVPs, i.e.: 

-
IETF RFC 3588 [401] Diameter Base Protocol Accounting application (application Id =3), for Rf.
-
IETF RFC 4006 [402] Diameter Credit-Control Application and Authentication application (Auth-Application-Id = 4), for Ro.  

This is specified in TS 32.299 [50], and the mapping of the stage 2 TSs to this Diameter description is based on following principles:  
-
"Charging Data Request/Response messages contents" common structure is mapped to IETF RFC 3588 [401] ACR/ACA commands and AVPs for Rf.
-
"Debit / Reserve Units Request/Response contents" common structure is mapped to IETF RFC 4006 [402] CCR/CCA commands and AVPs for Ro.

with the "Operation Token" IE mapped to "Service-Context-Id" AVP which identifies the middle-tier TS where the message contents are specified along with IEs and their category.

The mapping of IEs under the "Service Information" to Diameter AVPs is either explicitly described under binding tables in middle tiers TSs (e.g. "SM Client Address" IE in TS 32.274 table 6.3.1.2.1 is mapped to Client-Address AVP per binding table 6.4.1 in same TS 32.274), either implicit by adoption of similar names. 
	Next change











	Next change


4.2.2
Use of Diameter capability

4.2.2.1


General principle  
In order to achieve the IE Category setting to govern IE presence/absence per middle Tier TSs and per 3GPP Diameter applications Rf/Ro, it was needed to use Diameter appropriately.

4.2.2.2
AVP ABNF syntax    

In particular, it was needed to have most of the AVPs used by 3GPP Diameter charging applications "optional" per ABNF syntax (i.e. with []), so that corresponding IE category can override the ABNF syntax.

The few AVPs which are used as "required" AVP in the ABNF syntax (i.e. with {} and <>), are for most of them, inherited from IETF ACR/ACA, CCR/CCA common structure, (e.g. { Origin-Host }), and it can be only category M for the corresponding IE. 

4.2.2.3
M-bit setting     
The selected approach to reject the command with an AVP identified by the receiver as not supported by the 3GPP Diameter Charging application Rf/Ro whatever under which "Service-Context-Id" this AVP is received, is achieved by mandating the M-bit set for all AVPs used by 3GPP Diameter Charging applications. 

	End of changes


